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1.                       INTRODUCTION  

Networks formation has been observed in many 

diverse fields of life owing to the accessibility of 

enormous quantity of data gathered and analyzed with 

the help of high processing and storage capabilities of 

modern processing systems. Unfortunately, in spite of 

the availability of a huge amount of data, there are still 

many microscopic phenomenon to be needed to fully 

understand the complexity level and dynamic behavior 

of these networks. The complex network modeling as 

well as analysis are challenging owing to the 
heterogeneity in terms of vertices and links diversity 

with changeable attributes (routers, switches, bandwidth, 

delay, etc.). Therefore, heterogeneous capacities, 

character and intensities are very important to 

understand these networks .Similarly, many complex 

systems have been analyzed from entirely different 

domains to understand their resilience towards 

breakdown under random attack. The most suitable 

method to represent any network is through graph 

theory. In graph theory, vertices represent the nodes and 

edges represent the links in the network. For example, 

the complex network of Internet is a network of domain 
or routers. The domain or routers are nodes and their 

physical connections are the links or edges in between 

them. Similarly, air transportation network is the 

network of airports, in which airports are nodes and 

routes are the links in this complex network. 
 

This paper is structured as follows. In section II, we 

discuss the two network analysis metrics namely 

closeness centrality and clustering coefficient both 

global and local with shortest distance. In section III, we 

introduce the dataset of PTCL router network. Section 

IV; discuss the analysis and results of this network 

approach based on centrality and vulnerability under 

random attack and finally section V concludes the paper 

with future work. 
 

2.          NETWORK ANALYSIS METRICS 

In this section we discuss the network analysis 

metrics and their background to understand the network 

analysis of PTCL router network.  
 

2.1 Shortest routes in complex networks 

Newman and Brandes they both anticipated to 

reverse edges weight in case of measuring the closeness 

value of vertices because this need the shortest routes in 

complex networks. Their projected use of Dijkstra’s 
algorithm, is properly defined in equation 1 
 

                                                                            (1)  

 
 

heredW represent the distance with weight of links 

through verticesi and j. 
 

The Opsahl generalization is based on the tuning 

parameter α, before applying Dijkstra’s algorithm to 

find shortest path. This parameter confirms that the 

number of intermediate evertices as well as weight of 

verticesis used in finding the shortest paths in weighted 

networks with weighted vertices. Therefore, his 

generalization is given in equation 2(2) 
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heredWα represent the distance with weight of links in 

between verticesi and j and alphais used as tuning 

parameter in equation 2. 

 

2.2 Closeness centrality 
The term closeness is defined as, the inverse of the 

sum of all shortest paths from a main node to all the 

other nodes in the network Freeman defined closeness 

as given in 3 

 

CC(i) = [∑ 𝒅(𝒊, 𝒋)𝑵
𝒋 ]-1(3) 

 

Here, CC(i) represent closeness centrality of 

particular vertex i in the network and d(i, j) is the binary 

distance between verticesi and j. 

 

Whereas (Opsahl et al., 2010) generalizations depends 

on the calculation of shortest paths. The (Opsahl et al., 

2010) defined closeness based on equation4 
 

𝑪𝑪
𝑾(i) =[∑ 𝒅𝒘(𝒊, 𝒋)𝑵

𝒋 ]-1(4) 

 

Where 𝐶𝐶
𝑊𝛼  represent closeness centrality of 

weighted verticesi, and alpha works as tuning parameter 

where 0 is used to find the binary shortest distance. On 

the other hands, if the value is 1 it will use Dijikstra’s 

shortest path algorithm.  

 

2.3 Clustering  

Clustering measure the degree of transitivity. This 

measure has been analyzed by many network analysts 

from different research perspective This measure finds 

the number of present triplets in complex networks. 

This is the reason clustering is recognized as triadic 
closure in majority of literature .To see this type of 

behaviour two different versions (global and local) 

clustering can be used in the network. 
 

2.3.1  Global clustering coefficient 

This metric is defined as given in equation 5 
 

      (5) 
In above metric weight of links is not included. 

Therefore, weighted global clustering coefficient 

defined by (Opsahl, and Panzarasa, 2009), with different 

ways such as geometric mean, minimum, maximum and 

arithmetic mean. The weighted network as sample with 

diverse weight of links is shown in (Fig.1). The 

different effects of using diverse procedures for 

computing triplet value omega are given in (Table I). 

The values of global clustering coefficient for weighted 

network of Fig. 1 based on these 4 methods are given 

below. 

 

 

 

 

 

 
 

 
Fig. 1:The  network ofweighted links 

 

Table I: Different methods of defining triplet values (Source 

(Opsahl, et al., 2010).  

 

 

 

 
 

 

 

 

 

3. PTCL router network dataset 

There are 134 routers and these are connected with 

216 links with different band widths. In this one-mode 

network, routers on different geographical area are 

modeled as nodes and physical links provide 

interconnectivity between them. From the given dataset 
there are 6 core routers each having 3 (2*10 G) and 

1(1*10 G) links. In this research, we have assigned 

different bandwidths scales based on the speed provided 

by links ranging from 1 to 4. The dataset shows the 

longitudinal nature where initially the number of nodes 

was 75 and the network has grown up to 134 routers. 
 

3.1 Closeness analysis  

The Table i-I given below highlight the result of 

ranks of routers in this network when the bandwidth of 

links is not considered and hence operate as binary 

network as (α=0.0).  The second column shows the 

closeness centralities values when the actual bandwidth 

is counted on the basis of scaleby excluding the number 

of links. The node numbers, names and their closeness 

centralities rank wise are shown in columns of      
(Table 2). We have shown the top fifteen routers and 

their closeness centrality scores. The closeness analysis 

shows that if the bandwidths of links are not considered 

then those routers with high number of links are central 

in the network. On the other hands, when the links are 

analyzed with bandwidth then routers with maximum 

bandwidth support are top in the ranks.  
 

Table 2:  The Closeness centrality of the Top fifteen  nodes in the 

network when alpha (α) = 0.0 and 2.0. 

 

Bi Arithmetic Geometric Maximum Minimum 

0.35 0.79438 0.60415 0.82746 0.73074 
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Table 3: The random links removal as correlation of ranking of 

nodes in true and observed networks 

 

 

Table 4: Global Clustering coefficient between Routers 

 

Alpha (Net1) 3 % links random removal5% 

links random Removal 

α Closeness Closeness 

0.0 0.50 0.51 

0.5 0.70 0.64 

1.0 0.81 0.76 

 

In (Table 3), the closeness centrality measure is 

calculated after randomly removing 3% links and 5% 

links. The experiment is repeated thirty times and the 

average values of tuning parameter are calculated. 

When ∝ is 0.0, 0.5 and 1.0 the average values of 

centrality measure are 0.50, 0.70 and 0.81 respectively. 

When we compare 3% with 5% concerning the 

closeness, when ∝=1, in 5% random removal, value is 

0.51, 0.64 and 0.76. It shows that network becomes 

more vulnerable as more links are removed. Whereas 
with fewer random removal of links when alpha is        

0.0, 0.5 and 1.0 has less effect and the network shows 

robustness under random failures.  
 

3.2 Clustering analysis 

In (Table 4), we have calculated the global 

clustering coefficient in router network using the five 
methods. These are Binary, Arithmetic mean, 

Geometric mean, Maximum and Minimum method. 
 

The overall gc coefficient value of this 

technological system represent that this weighted 
systems (network) is densely clustered with routers as 

nodes and bandwidths as links weight. As there are 

many links which have very less weight and due to this 

if we see the result of Maximum method, it shows 

highest value as the 3-paths are computed based on 

highest values in the network. Therefore, for global 
clustering coefficient the maximum method is 

appropriate to use in this network which indicates that 

the weight distribution is very inhomogeneous. This is 

the reason that the random links removal has lees effect 

on this network due to the high clustering coefficient 

values in the network. The visualization of PTCL router 

network is shown in (Fig. 2). 
 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 
 

Fig. 2: PTCL router network visualization in graph package of    

R-project 
 

4.                       CONCLUSION 

Many different domains have been analyzed as 

complex networks. In this Paper, we analyzed the PTCL 

routers network from the perspective of closeness and 

clustering of routers. The results have shown that few 

routers have high closeness in terms of bandwidth in the 

network. Further, there are many triangles between all 

these routers which show that they all are highly and 

thickly connected. Both these measures shows that the 
random link removal have not any significant effect in 

the information flowing capability of this network and 

this network is very robust in nature.In future directions 

many network analysis metrics can be used to fine 

grained the behavior of this technological network. 
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