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Abstract: Breakdown of personal computers is a common problem experienced by many computer users in Nigeria.  

Breakdown could be due to anomalies in the functioning of some hardware components, conflicts in the execution 

of software elements, and/or negligence on the part of users and unskilled computer maintenance personnel.  

Failures or breakdowns impart differently on different users.  A thorough understanding of the causes of failures 

and maintenance steps that users can carry out on their systems to avoid or reduce breakdowns are discussed in this 

paper.  To identify major causes of breakdown, the survey method of data collection was adopted to elicit 

information from computer users who responded to questions contained in questionnaires administered to them.  It 

was discovered from the analysis of the data that virus infection, unqualified maintenance technicians and local 

socio-economic/environmental factors are the major causes of computer breakdown in Nigeria. 
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I. INTRODUCTION 

Computers form an integral aspect in the realization of the 

objectives of Information and Communication Technology 

(ICT) practice in every country in the Globe.  In fact, it 

forms the hub of all the activities in the ICT industry.  The 

benefits of the usage of ICT tools in educational, industrial, 

commercial, political, and other institutions cannot be 

realized without the use of the computer.  Computer is the 

engine dedicated to the processing of data (numeric, 

electronic signals, etc) into forms or formats that are useful 

to its generator and helps in the transmission of the 

generated data/information to intended users [1]. 

 

Computers were known in the past to be expensive but 

valuable devices affordable only by the privileged in the 

society.  This is no longer the case in Nigeria where they are 

now found in almost every home just like the television, 

microwave oven, etc., and in both private and public offices 

and institutions where they are used mostly for 

entertainment, data analysis, information storage, 

educational purposes and internet browsing/surfing; 

therefore, the usage of personal computers is prevalent.  

Personal computers, like other electronic devices, at one 

time or another would develop fault, fail and may 

consequently malfunction or even become completely blank 

due to anomalies in the functioning of the hardware 

components or a conflict in the execution of its software 

elements.  Malfunctioning of lower-level components of 

computer hardware according to [2] is referred to as a fault, 

while failure refers to the inability of a device to carry out 

the functions it was designed to perform.  Faults, 

failures/breakdowns occur in both hardware and software 

components of a computer; therefore a thorough 

understanding of what they are, how they manifest and what 

a user can do to prevent many of the causes or their 

devastating effect when they occur, is very important to 

make the computers serviceable and reliable, and their use 

more interesting and impressive. 

 

This paper presents various causes of breakdown of 

personal computers and advances feasible suggestions that 

would aid users in the use of their computers to avoid the 

costly experience of breakdown. 

II. PROBLEM STATEMENT 

The computer consists of many and varied components that 

are designed and fabricated to function in a collaborative 

manner in order for it to execute tasks correctly as a whole.  

With the passage of time, however, these components can 

develop faults unannounced.  Unfortunately, component 

faults being often transient are difficult to diagnose because 

they do not occur in a consistent or pre-defined manner [3]. 

For example, the power pack converts the alternating 

current (AC) supplied to it from the electricity mains into 

direct current (DC), which it supplies to the various 
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components of the computer.  Generation of noisy electric 

signals by this unit can lead to unexpected computer crash. 

Computer hardware components usually generate heat when 

the system is in use; consequently, to prevent failure of the 

components or their total breakdown due to heat, fans are 

usually provided to help dissipate the heat generated.  

Although very useful in this regard, the fan also drives dirt 

and dust which accumulate and sometimes results in 

unexpected malfunctioning of the computer. 

 

More devastating and long-lasting are faults associated with 

computer memory disks; especially where daily business 

routine or critical personal data are lost or corrupted in the 

process [4].  This kind of failure could be attributed to 

manufacturing errors [2]. For example, computer stores data 

in sections called sectors in its memory disks.  Some disks 

are bought with bad sectors from the factories.  Data stored 

in bad sectors are permanently lost.  Irregular and 

unpredictable nature of the corruption of the data stored in 

the Random Access Memory (RAM) also contributes to 

indiscriminate system failures. 

 

Some other hardware problems that can cause crashes may 

be more convoluted to make out and classify, and would 

require software diagnosis to identify them. 

 

III. LITERATURE REVIEW 

There is a dearth of literature on the reasons behind 

failures/breakdown of computers because the attention of 

most researchers is on performance of the system [5,6] and 

security of data [7]; neglecting this very important aspect – 

breakdowns or crashes of computers. 

 

Computers can break down as a result of either software 

errors or hardware faults.   Software errors may probably be 

more common, but hardware faults are more destructive and 

difficult to diagnose [8]. 

 

Although computers fail as a result of hardware faults, 

crashes also come from software dysfunction/failure or error 

in the operating system (OS) [8,9,10].  Apart from acting as 

an interface between the computer and its user, the OS is 

also an interface between the hardware and the applications 

software.  It is also responsible for resource sharing among 

computer application programs.  Due to these many 

functions of the OS, errors could develop in it any time.  A 

programming error could cause the OS to try to access a 

memory cell using an incorrect address.  This would cause 

the OS to repeatedly execute the same set of instructions, 

forcing it to enter into an infinite loop that results in 

computer “freeze” or "lock up" — a condition that renders 

the system unresponsive to input commands, thus needing a 

reset.  When a bug allows a piece of data greater than what a 

memory buffer can accommodate to be written into the 

buffer, a problem called data "overflow" results.  The 

"overflow" data overwrites the data in the memory and 

corrupts the state of the OS.  This problem is not very 

common with the operating systems of modern computers 

because they are equipped with special boot mode which 

ensures the disablement of loading drivers that may cause 

errors.  A driver error can cause an OS to crash, and can also 

cause the computer to be attacked by “cleverly written 

viruses or worms” [11].  Computer breakdown is also 

caused by the design complexities of present day software to 

meet with the complex needs of today’s society and human 

activities [12,13].  Lack of high-end computer hardware 

needed for some of the software also cause unexpected low 

performance of the computer.  For example, software can fail 
intermittently when the processing power of the CPU and the 
available memory disk space are lower than a specified 
threshold especially when other applications are 
simultaneously running on the computer [2]. 
 

Computer systems under the influence of environmental 

negligence are most likely to face breakdown within a 

shorter period of time than expected.  When the system is 

not being maintained and left unattended due to negligence 

and carelessness, breakdown of the system will be inevitable 

[14]. 

The crash in the cost of computers is a result of the low cost 

of the hardware components.  Computers cloned with these 

inexpensive but unreliable components, software or spares 

break down very often because the components do not meet 

existing standards, and are not compatible with products 

from certified brands.  It must also be noted that 

standardization has not met with success in the computer 

industry because of the rapidly growing developments in 

computer technology; consequently, existing standards 

quickly become obsolete [15,16]. 

 

IV. METHODOLOGY 

The survey method, through the use of questionnaires, was 

adopted to collect data to determine the causes of computer 

breakdown in Nigeria.  Questionnaires were distributed to a 

population of computer users in the University of Benin; 

Igbinedion University, Okada; Benson Idahosa University, 

Benin City; Ambrose Ali University, Ekpoma; Federal 

Polytechnic, Auchi; private and government establishments 

within Benin City and some Local Government Council 

offices within Edo State of Nigeria.  These respondents 

form a very good representation of computer users in 

Nigeria because most of them are not just computer users 

but are knowledgeable in the theory behind computing.  Out 

of a total of 235 questionnaires distributed, 228 were 

retrieved from respondents.  Data/information gathered from 

respondents were used for the assessment of viable 

hardware and software challenges which most computer 

users face.  The questionnaire comprises of five sections 

that address issues such as brand of computer used/owned, 

computer crash experience, unit of the computer affected, 
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cause(s) of the crash, and brand of computer to be 

recommended to potential users. 

V.  RESULTS AND DISCUSSION 

Tables 1 - 5 show the various parameters that were 

considered to determine why computers breakdown, while 

Figures 1 – 5 are graphical representations of the data.  The 

frequency column denotes the number of respondents to the 

options posed in the questionnaire, and the percentage of 

frequency is the frequency of each computer brand based on 

the total frequency of all brands.  Three branded computers 

and others, as shown in Table 1, were considered in the 

survey. 

Table 1: Percentage of brand of computer commonly used 

BRAND OF 

COMPUTER  

FREQUENCY % FREQUENCY 

HP/COMAPQ 104 45.61403509 

DELL 27 11.84210526 

TOSHIBA 12 5.263157895 

OTHERS 85 37.28070175 

TOTAL 228 100 

 

 

Figure 1: percentage of frequency chart. 

Table 1 reveals that 46% of respondents reported to have 

used HP/Compaq systems; 12% have used Dell systems; 5% 

have used Toshiba systems, while respondents who have 

used other system brands account for 37%. 

Table 2 shows that 96% of computer users have experienced 

computer breakdown at some point in time or another, while 

only 4% have not.  
 

 

 

Table 2: Percentage of computer crash frequency 

Has the computer system ever crashed? 

COMPUTER 

CRASH  

FREQUENCY % FREQUENCY 

Yes 186 96.37305699 

No 7 3.626943005 

TOTAL 193 100 

 

 

Figure 2: chart of percentage of computer system crash. 

Table 3: Percentage of computer unit affected by crash 

What unit of the computer was affected?  
 

HARDWARE 

AFFECTED  

FREQUENCY % FREQUENCY 

HARD DISK 76 39.79057592 

RAM 51 26.70157068 

MOTHERBOARD 38 19.89528796 

POWER PACK 26 13.61256545 

TOTAL 191 100 

 

Table 3 reveals that most computer crashes or breakdown 

are associated with the hard disk. 

Table 4 shows that most computer crashes are a result of 

virus attack (accounting for 56.84% failure) and unqualified 

technicians who account for 29.47%, while the least cause is 

due to hardware components which account for 13.68% 

failure. 
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Figure 3 Percentage of frequency of computer unit affected by crash. 

Table 4: Percentage of possible cause of crash 

What was the cause of the crash?   

CAUSE  FREQUENCY % FREQUENCY 

VIRUS 54 56.84210526 

TECHNICIAN 28 29.47368421 

HARDWARE 

FAILURE 

13 13.68421053 

TOTAL 95 100 

 

 

 

Figure 4: chart of percentage of frequency. 

 

 

 
 

 

 
 

Table 5: Percentage of frequency of computer brand recommended. 

 

Would you recommend this brand for a friend? 

  

BRAND 

RECOMMENDATION  

FREQUENCY % 

FREQUENCY 

YES 36 37.5 

NO 60 62.5 

TOTAL 96 100 

 

 

Figure 5: Percentage of frequency of possibility of recommending 

computer. 

 

Table 5 shows that only 37.5% of respondents were 

disposed to recommend the type of computer they use to 

their friends, while 52.5% were not. 

Each of figures 1 – 5 is a graphical representation of the 

data presented in Tables 1 – 5 respectively. 

 

This analysis reveals that most computer systems crash as a 

result of virus attacks and their unskillful handling by 

incompetent maintenance technicians.  Some programmers 

develop malicious programs (called virus) that cause 

computer breakdown.  Some of these programs have been 

developed to bypass much antivirus software installed in 

computers as security measures.  The virus programs attack 

systems especially through the Internet.  Most people are 

affected here in Nigeria because most computer users rely 

on antivirus programs downloaded free from the Internet 

and installed on their computers.  These are usually weak 

antivirus programs that are not able to detect attacks from 

even common viruses such as malware, ransom-ware, root-

kits, trojans, etc. [14,17,18].  

 

The skills of technicians also affect the functioning and 

performance of computer systems in Nigeria.  Low-skilled 
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maintenance technicians resort to “trial and error” approach 

to troubleshoot and decipher or diagnose computer system 

problems.  This approach is not professional and usually 

results in delay or inability of the technician to diagnose 

faults and determine their probable cause(s). This usually 

leads to the frustration of computer owners especially when 

in the process they lose their data in the system.  This 

practice also leads to malfunctioning of computer systems, 

canibalisation of hardware components, which eventually 

renders the computer unserviceable. 

 

Other common causes of computer breakdown in our 

environment include the following. 

A.  Inconsistent Power Supply 

Computer systems are built to be powered with standard and 

constant electrical power. When the computer is powered 

with an alternative power supply that is inconsistent with 

the standard requirement, this can ruin the system circuitry 

and results to a system breakdown.  This is very much 

prevalent in Nigeria where electricity power supply 

parameters like voltage and frequency are neither steady nor 

reliable.  Computer users therefore resort to power their 

systems from alternative sources, especially from generators 

with voltages and frequencies not in tandem with the 

standard 230V and 50Hz respectively. 

B.  Mishandling of Hardware and Software 

The use of all kinds of external storage devices is a great 

threat to the computer system. Admittance of all kinds of 

storage devices, such as the USB stick, external hard disks, 

etc, also result in system breakdown, because of the 

presence of ineffective security measure e.g. weak antivirus 

application, which renders the system vulnerable to virus 

attacks [19,20]. 

C.  Tropical Conditions 

Due to the tropical environmental conditions, which is 

typical of high temperature, computers built for temperate 

conditions do not survive in Nigeria as a result of the heat 

generated by the hardware components.  The processors of 

computers built for the temperate regions tend to overheat in 

tropical environment, leading to the failure and consequent 

breakdown of the system.  This is a challenge in the 

purchase of computers by users who are not at all or well 

informed about the environmental conditions for which the 

computers are built.   Environmental factors/specifications 

should be considered when purchasing computers [21]. 

. 

VI.  CONCLUSION 

It has been established from this study that computers 

breakdown as a result of three main causes, namely: virus 

attacks, unskilful handling of computers by technicians, and 

local socio-economic/environmental factors.  Virus attacks 

predominantly affect the hard disk where data and programs 

are stored in the computer.  Loss of data to virus infection is 

a very expensive experience to undergo.  It is recommended 

that computer users should be well informed about the need 

to protect their computers against virus attacks by 

purchasing effective antivirus software.  Regular scanning 

of the memory disks for virus infection is very needful to 

keep the data stored in the disks secured, and the system fit 

to perform creditably.  

 

Technicians who maintain computers should endeavour to 

undergo formal trainings and workshops to equip them with 

adequate knowledge and skill to bring to bear in their jobs.  

Corporate bodies and governments should rise up to the 

challenge of lack of skilled personnel to handle the 

maintenance of computers.  This could be by way of 

organizing seminars and workshops where computer 

maintenance personnel could receive regular training to 

improve on their skills.  Service centres could also be 

established with qualified personnel to render maintenance 

services and professional advice to users of computer.  

Computer manufacturers should be mindful of the 

environmental conditions prevalent in various countries 

where they market their products. 

 

To get the best from computers, users should also get rid of 

the accumulated dirt on their computer motherboard by use 

of little hand-held soft brushes.  They also need to carry out 

regular defragmentation of data that are fragmented into bits 

or pieces in different sectors of the memory.  This is a very 

important exercise to keep the system in full swing 

performance.  Utilities to perform this are provided for in 

the operating system of every computer. 
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